



Communities In Schools of __________________ County

Records Retention and Destruction Policy
Board Approved ________________ (Date)

PURPOSE
The purpose of this policy is to ensure that necessary records and documents are adequately protected and maintained and to ensure records that are no longer needed by CIS of XXXX County or are of no value are discarded at the proper time.  Both physical records and electronic files are covered in the policy.  This Policy is also for the purpose of aiding employees of CIS of XXXX County in understanding their obligations in retaining electronic documents – including email, web files, text files, sound and movie files, PDF documents and all Microsoft Office or other formatted files.

ADMINISTRATION

The Records Retention and Destruction Policy has been reviewed and approved by the Board of Directors of CIS of XXXX County and the attached Records Retention Schedule is approved as the initial maintenance, retention and destruction schedule for physical records of CIS of XXXX County and the retention and deletion of electronic files.  The Executive Director is responsible for administration of this policy and the implementation of processes and procedures to ensure that the Records Retention Schedule is followed.  The Executive Director is also authorized, upon approval by the Board of Directors, to make modifications to the Records Retention Schedule from time to time to ensure that it is in compliance with local, state and federal laws.  Administration of this policy includes monitoring local, state and federal laws affecting records retention with guidance from legal counsel or the organization’s certified public accountant, annually reviewing the records retention and destruction process and monitoring compliance with this Policy.
PERMANENT RECORDS

Records designated as permanent in the Records Retention Schedule are those required by law to be permanently retained and which are ineligible for destruction at any time for any reason. These records are necessary for the continuity of business and the protection of the rights and interests of the organization and of individuals.  These include records such as organizational documents (Articles of Incorporation and Bylaws) Board Minutes and Policies, designation federal and state tax exempt status and independent audits.
HISTORICAL RECORDS

Historical records are records that are no longer of use to the organization but which because of their age or research value may be of historical interest or significance. Historical records may not be destroyed.

SECURITY PROCEDURES
Security of electronic files in the CIS administrative office is assured by the use of passwords and only those authorized to do so may access the password-protected files.  Storage of physical documents is in locked file cabinets or in a secure storage closet, accessed only by those who are authorized to possess keys.

Confidential and sensitive electronic student information is protected by use of a password for the computer used by the Student Support Specialist and that password is not shared with anyone else at the school.   Physical documents, including signed parent consent forms, are maintained in a locked file cabinet in the Student Support Specialist’s office at the school, and access is restricted to the Student Support Specialist only.  
At the designated time, destruction of physical records is carried out by shredding the documents at the CIS administrative office or in the office of a school-based Student Support Specialist, in the presence of the Executive Director or an employee designated by the Executive Director.   Electronic files scheduled for destruction are permanently deleted from the main server of the organization by an internal or external person designated by the Executive Director.   The Executive Director, or someone specifically assigned by the Executive Director, is allowed to transport documents containing confidential information, although transportation of such documents is not a common practice.
A back-up of essential files shall be made weekly and placed in a secure location away from the CIS administrative office.  The backed up files should be checked periodically to make sure viable back-ups are made. If a loss of files occurs, documents can be restored from the most resent back-up file.  OR All data is backed up through a commercial online backup service, storing data in the cloud, which also provides rapid access and retrieval of important organizational data.
SUSPENSION OF RECORDS DISPOSAL IN EVENT OF LITIGATION OR CLAIMS

In the event CIS of XXXX County is served with any subpoena or request for documents or any employee becomes aware of a governmental investigation or audit or the commencement of any litigation against or concerning CIS of XXXX County, such employee shall inform the Executive Director who shall inform the Board of Directors.  Any further disposal of documents shall be suspended until such time as the Board Chair and Executive Director, with the advice of counsel, determine otherwise.  The Executive Director shall take such steps as necessary to promptly inform all staff of any suspension in the further disposal of documents.

RECORDS RETENTION SCHEDULE

	RECORD TYPE
	RETENTION PERIOD

	Accident Reports and Workers Compensation Records
	5 years after termination of claim

	Accounts Payable ledgers and schedules
	7 years

	Accounts Receivable ledgers and schedules
	7 years

	Annual Audit Reports & Financial Statements
	Permanent

	Annual Audit records, including work papers and other documents that relate to the audit
	7 years after completion of audit

	Annual Form 990
	Permanent

	Annual Plans and Budgets
	2 years

	Annual Reports
	Permanent

	Articles of Incorporation
	Permanent

	Bank Deposit Slips
	7 years

	Bank Reconciliations
	7 years

	Bank Statements and Canceled Checks
	7 years

	Bylaws
	Permanent

	Certificates of Insurance
	Permanent

	Consultant’s Contracts
	7 years after termination of contract

	Consultant’s Reports
	2 years

	Correspondence (general)
	2 years

	Correspondence (legal and important matters)
	Permanent

	Correspondence (with customers and vendors)
	2 years

	Court Orders
	Permanent

	Credit Card Receipts
	2 years

	Credit Card Statements
	2 years

	Donor Records and Acknowledgement Letters
	7 years

	Employee Earnings Records
	7 years after termination

	Employee Handbook
	Current version with revision history

	Employee Medical Records
	6 years after termination

	Employee Payroll Deduction Authorizations
	4 years after termination

	Employee Personnel Records
	6 years after termination

	Employment Applications
	3 years

	Employment Contracts – Individual
	7 years after termination

	Final Grantee Reports–Financial and Narrative
	7 years after completion of grant period

	Financial Policies & Procedures
	Current version with revision history

	Fixed Asset Records
	7 years

	Forms I-9
	3 years after termination

	Grant Agreements and subsequent modifications
	7 years after completion of grant period

	Grant Proposal Originals
	7 years after completion of grant period

	Group Insurance Plans 
	Until Plan is amended or terminated

	Insurance Claims Files
	Permanent

	Insurance Policies
	3 years after expiration

	Insurance Releases and Settlements
	25 years

	Inventories of supplies and materials
	7 years

	Investment Records
	7 years after sale of investment

	IRS Determination Letter
	Permanent

	IRS 990 Tax Returns
	Permanent

	IRS 1099s
	7 years

	Job Descriptions
	3 years after superseded

	Legal Memoranda and Opinions
	7 years after close of matter

	Litigation Files
	1 year after expiration of appeals or time for filing appeals

	Material of Historical Value (including pictures, publications)
	Permanent

	Parent Consent Forms (signed)
	3 years in student files, then scanned for permanent retention

	Payroll and Employment Tax Records
	Permanent

	Payroll Deductions
	7 years after termination

	Payroll Garnishments, Assignments, Attachments
	7 years after termination

	Payroll Registers
	7 years

	Payroll Tax Returns
	7 years

	Property Deeds
	Permanent

	Property Purchase/Sale/ Lease Agreement
	Permanent

	Payroll Tax Records
	7 years

	Records Relating to Employee Promotion, Demotion, Termination
	7 years after termination

	Retirement and Pension Records
	Permanent

	Sales/Use Tax Records
	7 years

	Strategic Plans
	Permanent

	Tax Bills, Receipts, Statements
	7 years

	Time Sheets
	7 years

	W-2 and W-4 Forms
	7 years after termination

	Year-end Financial Statements
	Permanent
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